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UNIVERSAL RELATIONSHIPS, SYSTEM
AND METHOD TO BUILD AND OPERATE A
REPOSITORY TO MANAGE AND SHARE
TRUSTED INFORMATION OF ENTITIES
AND THEIR RELATIONSHIPS

BACKGROUND
Prior Art

Today Internet connects almost every computer in the
world and almost every entity uses Internet to work, access
on-line services, provide on-line services and even establish
relationships with other entities.

Many people and companies use global social network
systems like FaceBook, Google Circles and LinkedlIn to find
or make new friends all over the world, find new jobs, stay
in contact with clients, etc. Our social lives were extended
from the real world to the virtual world brought to us by the
Internet.

Many people are entering the virtual world provided by
the Internet and effectively living also a virtual life. On
games and sites like “Second Life”, “Minecraft”, “Club
Penguin”, etc. adults and children can experience a virtual
life in which they can assume another identity. This fake
identity may be appropriate for games and fun but not to
avoid responsibility or to hide a real identity.

On-line services rely on the information typed in by the
user to identify himself/herself. This information is very
difficult to be verified, so in most cases just the email is
verified. There is no electronic method to check the truth-
fulness of most of the information given.

An email is very easy to produce. Many free email
services distribute email to anyone that requests one and in
most cases no information of the user is verified.

On the other hand it is hard for any user to know if the
on-line service he/she is using is authentic or faked by an
unscrupulous entity with malefic intentions.

Today it is complex and expensive to validate any
received information directly with its official source, making
the task of verifying the identity of one entity difficult to be
accomplished, so criminals are using this vulnerability to
commit crimes against entities through the Internet.

Today it is very easy for someone to create a fake identity
in the Internet and commit crimes against any entity con-
nected to the Internet. These crimes include for example
cyber-bulling and stealing. Anyone can create a fake profile
on a social network, at a sales site, or even create its own
fake sales site to fool and steal from entities.

Due to the exponential escalation of Internet crimes, on
May 8, 2000 the Internet Crime Complaint Center (IC3) was
created. The IC3 is a partnership between the FBI and
NW3C (funded by BJA) to address the ever-increasing
incidence of online fraud. According to the IC3 2012 Annual
Internet Crime Report, the number of complaints is still
increasing exponentially every year. In 2012, the IC3
received 289,874 consumer complaints with an adjusted
dollar loss of $525,441,110, which is an 8.3-percent increase
in reported losses since 2011.

Even email (electronic mail) is used by unscrupulous
entities to fool and steal from other entities, through the
practice known as SPAM (send of unsolicited bulk mes-
sages).

SPAM causes as well a traffic problem. According to
Symantec Intelligence Quarterly Key Findings, from July-
September 2010 quarter, 91% of e-mail messages that were
sent or received by their 133 Million clients were SPAM.
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This represents 14.6 trillion SPAM messages. This is a small
example of the traffic and CPU processing waste caused by
SPAM.

Today we still have difficulty to validate the information
received from an entity regardless the type of media that we
received it through. For example, if you receive a Curricu-
lum Vitae from someone, you don’t have any simple tool
that allows you to validate the information that lies in it. This
applies to all information someone fills on paper or over the
Internet. We still use special papers and inks to produce
official documents and money in order to reduce the risk of
falsifications.

All social networks today allow anyone to issue any
information that he/she wants. Just few information can be
easily validated. Simple information like age and sex are not
validated at all, opening a gap that allows for example
pedophiles to get close to our children and criminals to get
close to us.

Today it is very difficult for parents to have control over
the content their children have access to, or relationships
their children establish through the Internet. There are
programs to filter Internet traffic but they are not so easy to
operate, since these systems operate through filters based on
Internet addresses and keywords that you must specify and
therefore is only able to prevent the danger we already aware
of, but ineffective to the ones we still ignore.

Advantages

This method and system shows how to build a repository
of trusted information generated through relationships enti-
ties develop. This method and system allows the registration
of relationships and the information generated by each entity
involved in it.

Each entity can generate information and share it or not
with its partner in the relationship. If this information is
declared shared by its creator, the related entity can share
this information to other entities it is related to through any
type of relationship it has.

The information generated by entities cannot be edited,
altered or changed by any other entity than its creator. Other
entities can rely and trust that the information is true and
issued by the entity that is responsible for generating it.

From the description above, a number of advantages of
some embodiments of my system become evident:

Share trusted information: The information shared is
issued only by its creator giving the certainty to others that
it is provided without modification directly from its source
so it is reliable and can be trusted;

Information is always updated: An entity has direct access
to the information that is maintained by its creator entity.
Whenever a creator entity updates this information, all
related entities will automatically have access to the last
update.

Privacy preservation: No information is required to be
public. Any information an entity chooses to share can be
associated to any group of related entities to which read
access will be given;

Anti-SPAM: Any given entity is able to restrict their
message acceptance to their related entities, and therefore
will not receive SPAMs anymore;

Anti-SPAM at source: an e-mail server may validate if the
recipient user wishes to receive an e-mail from its own user
by asking this system. If this system says that the recipient
doesn’t want to receive the e-mail, it will inform its own user
the e-mail could not be sent. Preventing SPAM from being
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sent at the source reduces Internet traffic, CPU processing
and destination mail servers occupation.

Auto-customization of sites for their visitors: Since a site
can ask this system who is visiting it, it can present the best
customization for its visitors, nevertheless the user can still
be anonymous;

Prevention from cyber-crime, cyber-bulling, “Trolls”,
etc.: Social networks may require entity ID validation as a
prerequisite for accessing it. Even if the site allows people
to create a fake profile, the identity of the user will be
registered and can be tracked. Aggressors are easily identi-
fied.

Selection of Public: Sites can prevent visitors from vis-
iting itself asking this System for information, for example:
sex related content should not be presented for a child;
Applications like social networks or chat rooms may reject
some entity based on inadequate or missing requested infor-
mation like name, age, sex, etc.;

Market research: The site can ask this system for public
shared information about the entity that is visiting it. There-
fore on-line services and site managers can have powerful
market data collected from their visitors without invading
their privacy or having them to fill forms.

Relationship establishment supervision by legal guardian
entities: Entities that are legal guardians for other entities
must approve the establishment of relationships. This allows
for example parents to analyze and approve or not the
relationships their children are willing to establish.

Single Sign On: Once the Session is established the entity
1D and security level used in the authentication process can
be verified by an online service. The on-line service can
choose to accept the current ID without asking for another
identification. For instance, if the entity established its
session using a high security level authentication process,
such as biometrics, its online banking service may choose to
accept the entity ID without requiring any further authenti-
cation process.

End to end authentication: the session that is established
by the user is made between its device and this system’s
servers. So, the identity of the user can be tracked regardless
he/she is using an IPv6, a real IPv4, or even behind NAT.

Reputation: An entity reputation may be measured by its
established relationships. As an entity, I may allow educa-
tional institutions, social clubs, companies that I am related
to through the system, to reveal information regarding our
relationship. For instance, when I graduate from an educa-
tional institution that I’m related to, it is the educational
institution itself that reveals the information regarding the
degree 1 have been granted, and since I’'m related to this
educational institution, I may allow any other Entity to have
read access to this information, receiving it directly from its
original source.

Smooth transition: Entities can begin using this system
without losing any functionality of the Internet as they have
now. The integration to this system does not prevent the
entity to serve or use on-line systems that are not yet
integrated.

SUMMARY

This method and system allows the creation of a reposi-
tory of trusted information generated by entities that are
related through any kind of relationship.

The information stored and shared by the system is
maintained, edited, updated, and issued only by its creator
entity.
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The information that is shared with the related entity on
a relationship can also be read by any other entity that has
been granted read access to such information. The sharing
criterion is decided by the related entity. Any information
one entity decides to share, can be shared with general
public or with any specific group of related entities. For
example, one person can share publicly his name, age and
sex but privately, to a specific group, his’/her education
background, contacts or employment information.

Whenever an entity shares information, the name of the
entity that is responsible for issuing this information is also
shown. For example, if a university says that an entity has
been graduated, you can rely on the truthfulness of the title.

An entity can empower another entity to represent itself
by a delegation relationship. Such delegation allows a del-
egated entity to establish relationships, create and maintain
information of a relationship in the name of the entity that
empowered it. For example, this system allows a govern-
ment to empower a notary public to represent it and grant
your son a citizenship relationship when he is born.

An entity can be legal guardian for another entity. In that
case, all relationships will be subject to approval by the legal
guardian entity before being established. So, when your son
is born a relationship of legal guardian can be established
between you and your son by a delegated entity representing
your government.

An entity can regulate other relationship types for an
entity that it is related to. The regulated relationships will be
subject to approval by the regulator entity. For instance,
when an entity wishes to establish a marriage relationship
with another entity, this relationship must be approved by
the regulator entities involved.

This system can have interfaces with other systems: other
network systems can ask this system for verifying an entity
identity, entity relationships and related information. This
allows other systems to explore many known features like
single sign on, Anti-Spam, and allows as well the explora-
tion of many new features like access to trusted information,
auto-customization of sites, or market research based on the
public information of the visitor, content access control
based on the public information of the visitor, and many
other features that would not be possible or would be very
difficult to achieve without this system.

An entity has direct access to the information that is
maintained by its creator entity. Whenever a creator entity
updates this information, all related entities would automati-
cally have access to the last update.

This system simplifies the task of validating information
and brings to the Internet a powerful tool that permits the
connection of the entities of the virtual world to the real
world.

DRAWINGS

FIG. 1—Example embodiment of database schema to
represent entities, relationships and related information;

FIG. 1A—Table population samples encompassing enti-
ty_type, relationship_type, credential_type, and relation-
ship_status;

FIG. 1B—Table population samples encompassing infor-
mation_type, and data_type;

FIG. 1C—Table population

samples encompassing

allowed_relationship_type, request_to_entity_type, rela-
tionship_prerequisite, and relationship_approval;
FIG. 1D—Table population samples encompassing

entity_access_class, access_class, and access_class_infor-
mation;
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FIG. 1E—Table population samples encompassing entity,
credential, relationship, and allowed_information_type;

FIG. 1F—Table population sample information;

FIG. 1G—Table population sample session;

FIG. 1H—FExample table views demonstrating relat-
ed_entity by access_class, shared_relationship_information
by provider_entity, shared_information by access_class.

FIG. 2—Representation of U.R. System access by user
devices and network servers;

FIG. 3—Representation of a U.R. Session Log On pro-
cess that allows a user device, or a network server to
establish a U.R. Session with the U.R. servers;

FIG. 4—Flowchart of a process to establish a relationship.

FIG. 5—Flowchart of a process to establish a relationship
that demands a prerequisite relationship.

FIG. 6—Flowchart of a Delegated entity voting process.

FIG. 7—Flowchart of a Legal Guardian entity approval
process.

FIG. 8—HTTP Guest U.R. Session validation process

FIG. 9—Anti-SPAM wvalidation process: incoming and
outgoing messages.

REFERENCE NUMERALS

101 entity table

102 relationship table

103 information table

104 credential table

105 credential_type table

106 entity_access_class table

107 access_class table

108 access_class_information table

109 entity_type table

110 allowed_relationship_type table

111 relationship_type table

112 relationship_status table

113 information_type table

114 data_type table

115 allowed_information_type table

116 request_to_entity_type table

117 relationship_prerequisite table

118 session table

119 relationship_approval_votes table

120 relationship_voting_rules table

121 delegated_entity_empowerment table

1A01 column id on entity_type 109 table

1A02 column name on entity_type 109 table

1A03 column id on relationship_type 111 table

1A04 column name on relationship_type 111 table

1A05 column must_be_approved on relationship_type 111
table

1A06 column id on credential_type 105 table

1A07 column name on credential_type 105 table

1A08 column id on relationship_status 112 table

1A09 column name on relationship_status 112 table

1B01 column id on information_type 113 table

1B02 column name on information_type 113 table

1B03 column data_type_id on information_type 113 table

1B04 column id on data_type 114 table

1B05 column name on data_type 114 table

1C01 column id on allowed_relationship_type 110 table

1C02 column relationship_type_id on allowed_relation-
ship_type 110 table

1C03 column can_request on allowed_relationship_type 110
table

1C04 column entity_type_id on allowed_relationship_type
110 table

10

15

20

25

30

35

40

45

55

60

65

6

1C05 column allowed_relationship_type_id on request_
to_entity_type 116 table

1C06 column entity_type_id on request_to_entity_type 116
table

1C07 column allowed_relationship_type_id on relation-
ship_prerequisite 117 table

1C08 column prerequisite_relationship_type_id on relation-
ship_prerequisite 117 table

1C09 column prerequisite_entity_must_approve on rela-
tionship_prerequisite 117 table

1C10 column entity_id on relationship_approval_votes 119
table

1C11 column relationship_id on relationship_approval_
votes 119 table

1C12 column entity_vote_weight on relationship_approval_
votes 119 table

1C13 column approved on relationship_approval_votes 119
table

1C14 column voting_date on relationship_approval_votes
119 table

1C15 column relationship_type_id on relationship_votin-
g_rules table 120

1C16 column delegator_entity_id on relationship_votin-
g_rules table 120

1C17 column minimum_weight_for_approval on relation-
ship_voting_rules table 120

1C18 column guarded_entity_id on relationship_votin-
g_rules table 120

1C19 column delegator_entity_id on delegated_entity_em-
powerment table 121

1C20 delegated_relationship_type_id on delegated_enti-
ty_empowerment table 121

1C21 delegation_relationship_id on delegated_entity_em-
powerment table 121

1C22 delegated_entity_id on delegated_entity_empower-
ment table 121

1C23 vote_weight on delegated_entity_empowerment table
121

1D01 column owner_entity_id on entity_access_class 106
table

1D02 column related_entity_id on entity_access_class 106
table

1D03 column access_class_id on entity_access_class 106
table

1D04 column access_class_id on access_class_information
108 table

1D05 column information_id on access_class_information
108 table

1D06 column owner_entity_id on access_class_information
108 table

1D07 column id on access_class 107 table

1D08 column name on access_class 107 table

1D09 column owner_entity_id on access_class 107 table

1E01 column id on entity 101 table

1E02 column entity_type_id on entity 101 table

1E03 column id on credential 104 table

1E04 column entity_id on credential 104 table

1E05 column credential on credential 104 table

1E06 column credential_type_id on credential 104 table

1E07 column id on relationship 102 table

1E08 column relationship_type_id on relationship 102 table

1E09 column relationship_status_id on relationship 102
table

1E10 column host_entity_id on relationship 102 table

1E11 column guest_entity_id on relationship 102 table

1E12 column request_sent_date on relationship 102 table

1E13 column relationship_start on relationship 102 table



US 9,491,192 B2

7

1E14 column relationship_end on relationship 102 table

1E15 column relationship_request_denial_date on relation-
ship 102 table

1E16 column information_type_id on allowed_informa-
tion_type 115 table

1E17 column relationship_type_id on allowed_informa-
tion_type 115 table

1E18 column host_can_issue on allowed_information_type
115 table

1E19 column guest_can_issue on allowed_information_
type 115 table

1F01 column id on information 103 table

1F02 column owner_entity_id on information 103 table

1F03 column relationship_id on information 103 table

1F04 column information_type_id on information 103 table

1F05 column value on information 103 table

1F06 column others_can_read on information 103 table

1F07 column parent_information_id on information 103
table

1G01 session_id on session 118 table

1G02 expiration_datetime on session 118 table

1G03 entity_id on session 118 table

1G04 public_key on session 118 table

1G05 credential_type_id on session 118 table

1HO1 entity_name in view related entity vs. access_class
1H14

1HO02 access_class in view related entity vs. access_class
1H14

1HO3 related_entity in view related entity vs. access_class
1H14

1HO04 entity_name in view shared relationship information
vs. provider entity 1H15

1HO5 relationship in view shared relationship information
vs. provider entity 1H15

1HO06 info_type in view shared relationship information vs.
provider entity 1H15

1HO07 info_value in view shared relationship information vs.
provider entity 1H15

1HO8 related_entity name in view shared relationship infor-
mation vs. provider entity 1H15

1HO09 information_provider_entity name in view shared
relationship information vs. provider entity 1H15

1H10 entity_name in view shared information vs. access_
class 1H16

1H11 access_class in view shared information vs. access_
class 1H16

1H12 information_type in view shared information vs.
access_class 1H16

1H13 information in view shared information vs. access_
class 1H16

1H14 related entity vs. access class view

1H15 Shared relationship information vs. provider entity
view

1H16 Shared information vs. access class information view

201 Computer network such as the Internet

202 User

203 User device

205 U.R. System network

206 U.R. System servers

207 Network server, serving any network service

301 Session log on request

302 Session log on response

401 relationship request creation process

402 legal guardian verification process

403 legal guardian approval process

404 guest entity approval process

405 relationship establishment process
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406 request denial process

501 prerequisite relationship verification process
502 notification of missing prerequisite relationship process
503 regulator entity approval verification process
504 regulator entity approval process

601 entity notification process

602 voting storage process

603 vote counting process

604 vote approval verification process

605 approval viability verification process

606 delegate approval verification process

607 delegate denial verification process

801 HTTP service request

802 U.R. Session verification message

803 U.R. Session verification message answer
804 HTTP answer

805 HTTP service request

806 token validation message

807 token validation answer

808 HTTP answer

901 incoming e-mail message

902 recipient and sender validation message
903 recipient and sender validation answer

904 acceptance or denial of incoming e-mail
905 outgoing e-mail message

906 acceptance or denial of outgoing e-mail

GLOSSARY OF TERMS

U.R. System: the name of this system, Universal Rela-
tionship System

Entity: Something that has a single separate and indepen-
dent existence that may establish some kind of relationship
encompassing people, companies, governments, institutes,
etc.

Relationship: Any kind of connection, association or
involvement between entities.

Entity A: Entity that originates requests.

Entity B: Entity that receives requests.

Related information: Information associated to a relation-
ship, generated by an entity involved in that relationship.

Host entity: Entity that requests a relationship with a guest
entity.

Guest entity: Entity that receives a relationship request
from a Host entity.

Related entity: Entity that has an established relationship
with another entity.

Receiver entity: Entity that receives information gener-
ated by the related entity.

Delegated entity: Guest entity in a Delegation relationship
that was empowered to represent another entity on managing
relationships and related information in the name of the
represented entity;

Regulator entity: Entity that regulates other types of
relationship to a Guest entity that it is related to. The existing
relationship with the regulator entity is a prerequisite rela-
tionship.

Provider entity: any entity that issues information.

Legal guardian entity: Entity that is legally responsible for
another entity;

Session: whenever an entity accesses the system, a ses-
sion is established. In order to establish a session, it is
required that the entity identifies itself through a valid
credential presentation.

SPAM: Unsolicited electronic mail or text message sent in
this way. Many times used by criminal and unscrupulous
elements to fool, invade computers, and steal from entities.
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Cyberbulling: The act of blustering, quarrelsome, over-
bearing person who habitually badgers and intimidates
smaller or weaker people online.

Troll: Internet slang defining a troll as a person who sows
discord on the internet by starting arguments or upsetting
people, by posting inflammatory, extraneous, or off-topic
messages in an online community (such as a forum, chat
room, or blog), either accidentally or with the deliberate
intent of provoking readers into an emotional response or of
otherwise disrupting normal on-topic discussion. See http://
en.wikipedia.org/wiki/Troll (Internet)

DETAILED DESCRIPTION

The following detailed description is an exemplary
embodiment of the U.R. system and refers to accompanying
drawings. The same reference numerals in different draw-
ings identify the same or similar elements.

This system and method allow the reproduction of real
world relationship establishment processes and the manage-
ment of their related information. This system allows an
entity to receive information about another entity directly
from the information source. For instance, when an entity
has been granted access to the curriculum vitae from another
entity, all information displayed there will be issued directly
by the sources. So, the information about education back-
ground will be issued directly from each educational insti-
tute he/she attended.

This section is divided into subsections and illustrates
operation processes and types of relationships managed by
U.R. System. The system may represent many other differ-
ent processes and relationships, not only the ones described
here in this application.

DETAILED DESCRIPTION
Registering Entities, Relationships and Information

FIG. 1 and FIG. 1A through FIG. 1G, depicts part of an
example database schema that shows how entities, relation-
ships and related information may be represented and stored.

FIG. 1 represents tables, their columns, primary keys, and
foreign keys linked to each corresponding primary key. FIG.
1 also demonstrates the links between tables. All fields
named id are unique. All columns with the _id suffix are used
as foreign keys. Primary keys are underlined.

Every entity will have only one record in entity table 101
that might be created by itself through a web interface. After
having his/her entity created, he/she may ask other entities
to establish relationships. The information generated by
these relationships then may be shared with other entities.

A record in entity table 101 represents an entity and has
only two columns as shown in FIG. 1 and FIG. 1E. Column
id 1E01 is a unique id that turns an entity unique to the
System, and column entity_type_id 1E02 determines the
type of the entity and links to entity_type table 109.

The entity type defines which types of relationships may
be established by an entity.

FIG. 1 and FIG. 1A depict entity_type table 109 that
describes the types of entities. This table contains two
columns: id 1A01, and name 1A02.

Column id 1A01 is a primary key.

Column name 1A02 describes the name of the type of the
entity.

A relationship can be established between two entities by
a host entity sending an invitation message to a guest entity.
This message may be implemented using any available
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technology such as email, SMS, or through a web interface
of this System. The establishment of the relationship is
submitted to an approval process and if approved each entity
may create information and store it in this System. This
information will be linked to this relationship and can only
be changed or removed by its issuer entity. The issuer entity
may give read access to this information for the related
entity.

Once an entity has received read access to information
shared by a related entity, it can share this read access with
other entities through the establishment of other relation-
ships.

FIG. 1 and FIG. 1E depict relationship table 102 that
registers the relationships from request to end, and contains
nine columns: id 1E07, relationship_type_id 1E08, relation-
ship_status_id 1E09, host_entity_id 1E10, guest_entity_id
1E11, request_sent_date 1E12, relationship_start 1E13, rela-
tionship_end 1E14, and request_denial_date 1E15.

Column id 1E07 is the primary key.

Column relationship_type_id 1E08 is a foreign key that
links to table relationship_type 111, and represents the type
of the relationship.

Column relationship_status_id 1E09 is a foreign key that
links to table relationship_status 112, and represents the
current status of the relationship.

Column host_entity_id 1E10 is a foreign key that links to
table entity 101, and represents the entity that sent the
request for establishing relationship.

Column guest_entity_id 1E11 is a foreign key that links to
table entity 101, and represents the entity that receives the
request for establishing relationship.

Column request_sent_date 1E12 represents the date the
request for establishing relationship was sent.

Column relationship_start 1E13 represents the date the
relationship was established.

Column relationship_end 1E14 represents the date the
relationship was finished.

Column relationship_denial_date 1E15 represents the
date the request for establishing relationship was denied.

FIG. 1 and FIG. 1A depict relationship_type table 111 that
registers the types of relationship. This table contains three
columns: id 1A03, name 1A04, and must_be_approved
1A05.

Column id 1A03 is a primary key.

Column name 1A04 describes the name of the relation-
ship.

Column must_be_approved 1A05 represents a flag that
shows if a guest entity must approve the establishment of
this type of relationship. For example, in order to establish
a marriage relationship, the guest entity must approve,
whereas in a public relationship between two entities, the
guest does not have to approve.

FIG. 1 and FIG. 1A depict relationship_status table 112
that describes the possible status of a relationship. This table
contains two columns: id 1A08, and name 1A09.

Column id 1A08 is a primary key.

Column name 1A09 describes the name of the status, such
as requested, active, denied, etc.

After the establishment of a relationship, information is
generated and can be shared. Related entities can generate
information according to the type of relationship that has
been established. Each entity in this relationship can gen-
erate information and give read access to it to other related
entities. For example, when a government entity establishes
a citizenship relationship with a citizen entity, the govern-
ment can generate a social security number for this citizen.
The government gives the citizen read access to this infor-
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mation. The citizen can then share this read access to any
other entity he/she wants to. Any entity that has been given
read access to this information will access the information
that has been generated and stored by the government,
eliminating duplicity of information. The identity of the
creator of this information, in this case the government, is
also informed, guaranteeing the legitimacy of this informa-
tion.

FIG. 1 and FIG. 1F depict information table 103 that
registers information that an entity wishes to register. This
table contains seven columns: id 1F01, owner_entity_id
1F02, relationship_id 1F03, information_type_id 1F04,
value 1F05, others_can_read 1F06, parent_information_id
1F07.

Column id 1F01 is the primary key.

Column owner_entity_id 1F02 is a foreign key that links
to table entity 101, and represents the entity that has issued
this information.

Column relationship_id 1F03 is a foreign key that links to
table relationship 102. If this field is filled it represents the
relationship that is related to this information.

Column information_type_id 1F04 is a foreign key that
links to table information_type 113, and represents the type
of the information.

Column value 1F05 represents the information itself.

Column others_can_read 1F06 represents a flag that indi-
cates if the owner is willing to share or not this information
with other entities.

Column parent_information_id 1F07 links this informa-
tion to parent information. It may be used to register
complex fields like addresses.

FIG. 1 and FIG. 1B depict information_type table 113 that
registers the types of information. This table contains three
columns: id 1B01, name 1B02, and data_type_id 1B03.

Column id 1B01 is a primary key.

Column name 1B02 describes the type of information,
such as name, sex, job title, etc.

Column data_type_id 1B03 is a foreign key that links to
table data_type 114 and represents the type of data storage.

FIG. 1 and FIG. 1B depict data_type table 114 that
describes the type of data storage. This table contains two
columns: id 1B04, and name 1B05.

Column id 1B04 is a primary key.

Column name 1B05 describes the type of data storage,
such as integer, real, binary, etc.

The type of relationship restricts the type of information
that may be created by the related entities. For example, only
a government entity may create a social security number
information.

FIG. 1 and FIG. 1E depict allowed_information_type
table 115 that registers the type of information an entity is
able to issue in a relationship. This table contains four
columns: information_type_id 1E16, relationship_type_id
1E17, host_can_issue 1E18, and guest_can_issue 1E19.

Column information_type_id 1E16 is a foreign key that
links to table information_type 113 and represents the infor-
mation type can be issued in this relationship type.

Column relationship_type_id 1E17 is a foreign key that
links to table relationship_type 111 and represents the type
of relationship.

Column host_can_issue 1E18 represents a flag that shows
if a host entity can issue this type of information in this type
of relationship.

Column guest_can_issue 1E19 represents a flag that
shows if a guest entity can issue this type of information in
this type of relationship.
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DETAILED DESCRIPTION

Delegation and Legal Guardian Relationships

Some entities may need the approval from another entity
to establish some types of relationships, and in this embodi-
ment we call this type of relationship Legal Guardian. For
example, Legal Guardian relationship type might be imple-
mented as follows: the establishment of a legal guardian
type of relationship could be initiated by government type
entity that empowers an entity as a Legal Guardian of
another. So, parents could be empowered as legal guardians
of their child.

An entity may choose to delegate its own power on the
establishment and management of relationships to other
entities, and in this embodiment we call it Delegation
Relationship. A government type entity may delegate its
power to its own institutions, empowering them to establish
relationships in its name.

Both, Legal guardian and Delegation relationships may be
performed jointly by more than one entity, and a voting
process with different vote weights can be used for the
relationship establishment approval or denial.

FIG. 1 and FIG. 1C depict delegated_entity_empower-
ment table 121 that registers the vote weight given to each
delegated entity for each delegated relationship. This table
contains five columns: delegate_entity_id 1C19, delegat-
ed_relationship_type_id 1C20, delegated_relationship_id
1C21, delegated_entity_id 1C22, and vote_weight 1C23.

Column delegate_entity_id 1C19 is a foreign key that
links to table entity 101, and represents the entity that
delegates its power in this relationship.

Column delegated_relationship_type_id 1C20 is a foreign
key that links to table relationship_type 111, and represents
the type of relationship that was delegated.

Column delegated_relationship_id 1C21 is a foreign key
that links to table relationship 102, and represents the
delegation relationship.

Column delegated_entity_id 1C22 is a foreign key that
links to table entity 101, and represents the entity that is
empowered by delegate entity to represent itself in this
delegated relationship_type.

Column vote_weight 1C23 represents the delegated entity
vote weight in this delegated relationship type.

DETAILED DESCRIPTION
Relationship Establishment

As mentioned before, a relationship can be established
between two entities by a host entity sending an invitation
message to a guest entity.

The type of the entity defines the type of relationship that
may be established. Some entities may request the estab-
lishment of a relationship while others can just accept or
deny a request.

FIG. 1 and FIG. 1C depict allowed_relationship_type
table 110 that registers the type of relationship an entity is
able to establish. This table contains four columns: id 1C01,
relationship_type_id 1C02, can_request 1C03, and entity-
_type_id 1C04.

Column id 1C01 is a primary key.

Column relationship_type_id 1C02 is a foreign key that
links to table relationship_type 111 and represents the rela-
tionship type an entity of this type is able to establish.
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Column can_request 1C03 represents a flag that shows if
an entity of this type can_request this type of relationship. If
this type of entity is not able to request, it can only be
invited.

Column entity_type_id 1C04 is a foreign key that links to
table entity_type 109 and represents the type of entity that is
able to establish this type of relationship.

FIG. 1 and FIG. 1C depict request_to_entity_type table
116 that registers the type of entities that can be invited to
a relationship. This table contains two columns:
allowed_relationship_type_id 1C05, and entity_type_id
1C06.

Column allowed_relationship_type_id 1C05 is a foreign
key that links to table allowed_relationship_type 110.

Column entity_type_id 1C06 is a foreign key that links to
table entity_type 109, and represents which entity types can
be invited to a relationship of this type.

Some relationships can only be established when a pre-
vious relationship exists. For example, when a person wants
to marry another one, he/she must be a citizen of some
country to ask his/her government permission. The govern-
ment is the entity that regulates other types of relationships
to be established by its citizen entities.

FIG. 1 and FIG. 1C depict relationship_prerequisite table
117 that registers prerequisite relationships that are required
to exist before the establishment of another type of relation-
ship. This table contains three columns: allowed_relation-
ship_type_id  1C07, prerequisite_relationship_type_id
1C08, and prerequisite_entity_must_approve 1C09.

Column allowed_relationship_type_id 1C07 is a foreign
key that links to table allowed_relationship_type 110.

Column prerequisite_relatioship_type_id 1C08 is a for-
eign key that links to table relationship_type 111, and
represents the type of relationship that must be established
before this relationship_type is established.

Column prerequisite_entity_must_approve 1C09 repre-
sents a flag that shows if the host entity that is related
through the prerequisite relationship must approve the estab-
lishment of this relationship.

When there is legal guardians or delegated entities rep-
resenting an entity, a voting process occurs.

FIG. 1 and FIG. 1C depict relationship_voting_process_
rules table 120 that registers the minimum vote weight that
has to be achieved in order to approve the establishment of
a relationship by delegated entities or legal guardian entities.

This table contains three columns: relationship_type_id
1C15, delegate_entity_id 1C16, minimum_weight_for
approval 1C17, and guarded_entity_id 1C18.

Column relationship_type_id 1C15 is a foreign key that
links to table relationship_type 111, and represents the type
of the delegated_relationship.

Column delegate_entity_id 1C16 is a foreign key that
links to table entity 101, and represents the entity that
delegates power to another entity to establish this type of
relationship.

Column minimum_weight_for_approval 1C17 represents
the minimum weight value that has to be achieved to
approve the establishment of this type of relationship by
delegated entities.

Column guarded_entity_id 1C18 is a foreign key that
links to table entity 101, and represents the guarded_entity
when the rule defines a Legal Guardian voting process.

FIG. 1 and FIG. 1C depict relationship_approval table 119
that registers votes during voting approval process. This
table contains five columns: entity_id 1C10, relationship_id
1C11, entity_vote_weight 1C12, approved 1C13, and
voting_date 1C14.
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Column entity_id 1C10 is a foreign key that links to table
entity 101, and represents the entity that voted.

Column relationship_id 1C11 is a foreign key that links to
table relationship 102, and represents the relationship under
approval by voting process.

Column entity_vote_weight 1C12 represents the vote
weight of this voting entity.

Column approved 1C13 represents a flag that shows if the
vote was in favor or against the approval.

Column voting_date 1C14 represents the date of the vote.

FIG. 4 displays a relationship approval process.

When an Entity A wishes to establish a relationship it is
allowed to establish to Entity B, Entity A may create a
relationship request that could be implemented through a
web interface, email or any other type of communication
possible between its user device and U.R. System servers
206.

After U.R. System servers performs the relationship
request creation process 401, it then verifies the existence of
a Legal guardian relationship where Entity A is a guest
through the legal guardian verification process 402. If so, the
Legal guardian of entity A is notified about the relationship
entity A is willing to establish. This notification may be
implemented on many ways encompassing web interface,
sms, email, or any other way to notify Entity A.

Then Legal guardian approval process 403 is initiated.
This process is shown in FIG. 7.

After the approval by the Legal guardian of Entity A, the
U.R. System Servers 206 verifies if there is any Legal
guardian entity for Entity B through the legal guardian
verification process 402. If so, then the same approval
process 403 is done for the Legal guardian of Entity B.

After the approval by existent legal guardians, Entity B is
notified and asked for approval of the relationship Entity A
is requesting through the guest entity approval process 404.

If Entity B approves the relationship, the relationship is
established through a relationship establishment process 405
and all information marked to be shared generated by Entity
A and Entity B are shared between each other with read
access only.

If there is not an approval for the relationship by any
Legal guardian or by Entity B itself, the request is denied
through a request denial process 406.

The Legal Guardian notification and approval process is
shown in FIG. 7. After Legal Guardian Notification 601 via
e-mail, sms, or any other kind of communication, the
approval process is started. An Entity may have more than
one legal guardian and their approval process could be
establish through voting. After vote receiving and storing
602, votes are summed 603 and verified for approval 604. If
approved, the relationship is allowed to be established 405.
If not approved, and the voting process still allows an
approval, the system waits for more votes, going back to
vote receiving and storing process 602. If not approved and
the remaining votes are not enough to approve, the relation-
ship is denied 406.

At FIG. 1 one can see the main columns and tables that
support the described processes at table relationship 102
columns request_sent_date, request_denial_date, relation-
ship_start, relationship_end, and relationship_status_id; at
table relationship_approval_votes 119 columns entity_vote_
weight, approved flag, voting_date; at table relation-
ship_voting_rules 120 columns minimum_weight_for_ap-
proval, relationship_type_id, and guarded_entity, at table
delegated_entity_empowerment 121 columns delegate_en-
tity_id,  delegated_entity_id,  delegated_relationship_
type_id, vote_weight, delegation_relationship_id.
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DETAILED DESCRIPTION

Relationship Establishment with Prerequisite

The flowchart shown in FIG. 5 describes this relationship
approval process when a prerequisite is required.

The first stage is a verification for the required prerequi-
site relationship existence through the prerequisite relation-
ship verification process 501. This may be a simple search
in the database for the existence of the prerequisite relation-
ships of a relationship that an Entity A is willing to request.
This search is done by the U.R. System servers in its own
database.

If a prerequisite relationship is required and is not found
the user device is notified that a request for that relationship
is not allowed due the lack of the existence of the prereq-
uisite relationship through entity-cannot-request-this-rela-
tionship process 502.

If the prerequisite relationship exists, the user device is
allowed to proceed with the creation of the relationship
request through the relationship request creation process
401.

After creating the relationship request, the U.R. System
verifies if Entity A is a guest in a Legal guardian relationship
through the legal guardian verification process 402 because
if it exists the Legal guardian of Entity A should be notified
to approve the relationship request issued by Entity A
through [egal Guardian approval process 403. FIG. 7 shows
the Legal guardian approval process, as described previ-
ously on Operation—Approval Process section.

Returning to FIG. 5, after the relationship request
approval by the Legal guardian of Entity A, the system
verifies if the regulator entity has to approve the relationship
503. The regulator entity is the Host entity present in the
established prerequisite relationship.

If the approval by the regulator entity is necessary 503, its
approval is verified by process does-prerequisite-related-
entity-approves-this-relationship process 504. If it is not
necessary or the regulator entity approved this relationship,
the U.R. System proceeds performing the verification of the
existence of a Legal guardian responsible for Entity B
through the legal guardian verification process 402.

If there is a Legal guardian for Entity B it must be notified
for its approval through the legal guardian approval process
403. The same process executed for the Legal guardian of
Entity A is now performed for the Legal guardian of Entity
B.

Finally the Entity B is notified to approve the relationship
request through the guest entity approval process 404.

If Entity B approves the relationship then both entities can
issue information related to this relationship and give or not
read access to other entities. This related information may be
issued, updated, or deleted at any time only by its creator
entity.

If the relationship request is denied by any Legal entity,
regulator entity, or entity B itself, the request approval may
by denied through request denial process 406 and ended.

At FIG. 1 one can see the main columns and tables that
support the described processes at table relationship 102
columns request_sent_date, request_denial_date, relation-
ship_start, relationship_end, and relationship_status_id; at
table relationship_approval_votes 119 columns entity_vote_
weight, approved flag, voting_date; at table relation-
ship_voting_rules 120 columns minimum_weight_for_ap-
proval, relationship_type_id, and guarded_entity_id, at table
delegated_entity_empowerment 121 columns delegate_en-
tity_id,  delegated_entity_id,  delegated_relationship_
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type_id, vote_weight, delegation_relationship_id; at table
relationship_prerequisite 117 columns allowed_relation-
ship_type_id, prerequisite_relationship_type_id, and pre-
requisite_entity_must_approve.

The system allows the establishment of different vote
weights for each type of relationship and each delegated or
legal guardian entity. This flexible voting rules allows dif-
ferent combinations for decision making processes.

FIG. 6 depicts a flowchart that represents a possible
implementation of a relationship approval process by voting
performed by delegated entities. This process is executed for
every relationship requested to/by the delegate entity, and
includes an entity notification process 601, a voting and
storing process 602, a vote counting process 603, a vote
approval verification process 604, an approval viability
verification process 605, the relationship establishment pro-
cess 405, the request denial process 406, and a delegate
approval verification process 606 and a delegate denial
verification process 607.

FIG. 7 depicts a flowchart that represents a possible
implementation of a voting process performed by legal
guardian entities for a relationship approval process. This
process is executed for every relationship requested to/by
the entity represented by the legal guardian, and includes an
entity notification process 601, the voting storage process
602, the vote counting process 603, a vote approval verifi-
cation process 604, an approval viability verification process
605, the relationship establishment process 405, the request
denial process 406.

DETAILED DESCRIPTION
Defining Allowed Relationships

An entity is allowed or not to request the establishment of
a relationship with another entity. The definition of which
entities can request and which entities can be requested, may
be done in this sample database through the population of
the tables allowed_relationship_type 110, request_to_enti-
ty_type 116, and relationship_prerequisite 117 all shown in
FIG. 1.

By example I show in FIG. 1A and FIG. 1C a sample
population of these tables where one can see that a Citizen-
ship relationship can be requested by a Government entity_
type. This is represented through the record which column id
1C01 has the value 19. The column relationship_type_id
1C02 is a foreign key that links to table relationship_type
111 as shown in FIG. 1 and the sample population of table
111 relationship_type depicted in FIG. 1A shows that a value
of 3 on the record on column id 1A03 is defined as
Citizenship by name 1A04 and the entity that receives a
relationship request must approve its establishment as
showed by column must_be_approved 1A05 populated with
value TRUE.

The entity types that can be invited to a relationship are
defined by the records in the table request_to_entity_type
116. By example at FIG. 1C only one record has a value of
25 in column allowed_relationship_type_id 1C05, and has a
value of 3 in entity_type_id 1C06, that defines that only
entities of type Government can be invited to this type of
relationship. The column entity_type_id 1C06 is a foreign
key to the column id 1A01 on table entity_type 109 as show
in FIG. 1 and FIG. 1A.

An established relationship may allow the establishment
of other types of relationships. This is done through the
population of the table relationship_prerequisite 117 at
FIGS. 1 and 1C. Column allowed_relationship_type_id
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1C07 defines the types of relationship that can be established
after the establishment of another relationship defined in
column prerequisite_relationship_type_id 1C08, and is also
defined if the host entity of prerequisite_relationship_type
must approve this request.

DETAILED DESCRIPTION
Information Sharing

An Entity may share any information it owns or it is
allowed to share. In order to make this process easier this
System allows an Entity to group information that it wishes
to share in different Access Classes.

There is two types of access class: a public and a private
access class. The Public access class will give read access to
any entity that asks for the information it holds, despite the
existence of any relationship between both entities. The
Public access class may or may not hold information but
cannot be deleted. The fact that an entity may chose not to
share any information guarantees the right to privacy.

An Entity may create as many Private access classes it
wishes to. For example, an Entity may create different access
classes such as Family contacts, that could hold contact
information to be shared only with its own family, or
Professional data, that could give read access to its educa-
tional background and professional information, and so on.

FIG. 1 and FIG. 1D depict entity_access_class table 106
that relates entity to access classes. This table contains three
columns: owner_entity_id 1D01, related_entity_id 1D02,
and access_class_id 1D03.

Column owner_entity_id 1D01 is a foreign key that links
to table entity 101 and represents the entity that is relating
the information it wishes to share to its related entities.

Column related_entity_id 1D02 is a foreign key that links
to table entity 101 and represents the related entity that is
being granted an access class.

Column access_class_id 1D03 is a foreign key that links
to table access class 107 and represents the access class
granted to this related entity.

FIG. 1 and FIG. 1D depict access_class table 107 that
represents access classes to information. An entity may
define many different access classes, sharing different set of
information to different set of related entities. This table
contains three columns: id 1D07, name 1D08, and owner_
entity_id 1D09.

Column id 1D07 is a primary key.

Column name 1D08 describes an access_class, such as
public, private, business, family, etc.

Column owner_entity_id 1D09 is a foreign key that links
to table entity 101 and represents the entity that created this
access class.

FIG. 1 and FIG. 1D depict access_class_information table
108 that links a set of information to an access class. This
table contains three columns: access_class_id 1D04, infor-
mation_id 1D05, and owner_entity_id 1D06.

Column access_class_id 1D04 is a foreign key that links
to table access_class 107 and represents the access class that
is being given read access to this information.

Column information_id 1D05 is a foreign key that links to
table information 103 and represents the information that is
being given read access.

Column owner_entity_id 1D06 is a foreign key that links
to table entity 101 and represents the entity that has granted
read access to this information for this access_class.

FIG. 1H depicts view related entity vs. access_class 1H14
that shows sample of access class granted by an entity to

10

15

20

25

30

35

40

45

50

55

60

65

18

related entities. This view includes three columns: entity_
name 1HO01, access_class 1H02, and related_entity 1H03.

Column entity_name 1HO01 represents the name of the
entity that is granting access to this related entity.

Column access_class 1H02 represents the access class
that is associated to this related entity.

Column related_entity 1H03 represents the name of this
related entity, associated to this access class.

FIG. 1H also depicts view shared relationship information
vs. provided entity 1H15 that shows sample information
shared by a provider entity with this related entity through
their established relationship. This view includes six col-
umns: entity_name 1HO04, relationship 1HO05, info_type
1HO06, info_value 1H07, related_entity 1H08, and informa-
tion_provider_entity 1H09.

Column entity_name 1H04 represents an entity name.

Column relationship 1H05 represents an established rela-
tionship name.

Column info_type 1H06 represents the type of informa-
tion issued by this provider entity through this relationship.

Column info_value 1HO07 represents the information
issued by this provider entity through this relationship.

Column related_entity 1H08 represents the name of the
related entity.

Column information_provider_entity 1H09 represents the
name of the information provider entity.

FIG. 1H also depicts view shared information vs. access_
class 1H16 that shows the information set shared by an
entity to its related entities through different access classes.
This view includes four columns: entity_name 1H10,
access_class 1H11, information_type 1H12, and information
1H13.

Column entity_name 1H10 represents an entity name.

Column access_class 1H11 represents an access class.

Column information_type 1H12 represents the type of
information shared through this access class.

Column information 1H13 represents the information
shared through this access class.

DETAILED DESCRIPTION
System Access

As shown in FIG. 2 a device user 203 can have access
through the internet 201 to the U.R. System network 205 that
contains U.R. Servers 206.

U.R. Servers 206 represent a set of computers that are able
to perform all network related operations such as firewall,
routing, data base, backup, web services, etc. and also
operations related to U.R. System described in this embodi-
ment.

FIG. 2 also shows that other network servers 207 can also
access U.R. Servers 206 through the Internet 201.

Another alternative to access the system is presented in
FIG. 2 showing a user 202 operating his/her user device 203.

This way one can see that U.R. Servers 206 can be
reached through computer networks such as the Internet
201, and can be accessed by network computers 207 or user
devices 203 being operated or not for their users 202.

DETAILED DESCRIPTION
U.R. System Logon Process

FIG. 3 depicts a User device 203 session Logon process
that validates the session logon request 301 informed by the
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User 201. FIG. 3 shows that a network server 207 may
perform the same procedure as a user device 203 does.

All communication between User device 203 and the U.R.
System servers 206 may be encrypted through the use of
public-key cryptography.

The logon request 301 may carry any kind of credential
associated to the Entity encompassing user/password, bio-
metric data, RSA keys, etc.

The logon request 301 can be implemented as a single
message that carries any credential provided by the User
device 203 to the U.R. System servers 206, or a dialog that
for example also implements cryptography to improve secu-
rity on the transmission of the session logon request 301.

The Session Information returned by U.R. Servers 206 in
the session logon response 302 may contain a Session 1D
and a temporary asymmetric private key generated for this
specific session being established; this Session Information
is sent to the User device 203 if the session logon request
301 is accepted by the U.R. System Servers 206, or session
logon response 302 should inform logon process failure.

The User 201 can store at his’her User Device 203 Entity
identification credentials allowing the establishment of ses-
sions without intervention. Network servers 207 may have
stored entity identification credentials allowing it to estab-
lish sessions without user intervention.

The User device 203 may locally create a local record
such as a HTTP session id cookie containing the Session ID
of the established session. The User device 203 could store
in volatile memory the temporary asymmetric private key it
received in session logon response message 302.

A keep alive message can be sent by the User device 203
to the U.R. system servers 206 on a regular time period to
keep the session active. If this keep alive message is not
received by U.R. system servers 206, the session is termi-
nated and session related information preserved.

A network server 207 may send keep alive messages also,
acting the same way described for user device 203.

Once the network server 207 session is established, it may
be used as a single sign on process for other systems.
Network servers 207 having its own session established,
may ask U.R. System servers 206 for information about
other users encompassing active sessions, type of credential
used by users to logon, user’s shared information, etc.

To support this process, the main tables and columns
displayed at FIG. 1 are: table entity 101 column Id; table
credential 104 columns entity_id, credential, credential
type_id; table credential_type 105 columns id, and name;
table session 118 columns session_id, expiration_date_time,
entity_id, public_key and credential_type_id.

FIG. 1 and FIG. 1E depict credential table 104 that
registers credentials for entity identity validation. It may
hold credentials with different security levels, such as login/
password, biometrics, etc. This table contains four columns:
id 1E03, entity_id 1E04, credential 1E05, and credential
type_id 1E06.

Column id 1E03 is the primary key.

Column entity_id 1E04 is a foreign key that links to table
entity 101, and represents the entity that has its identity
validated through this credential.

Column credential 1E05 represents the credential itself.

Column credential_type_id 1E06 is a foreign key that
links to table credential type table 105, and represents the
type of the credential.

FIG. 1 and FIG. 1A depict credential_type table 105 that
registers credential types for entity identity validation. This
table contains two columns: id 1A06, and name 1A07.

Column id 1A06 is the primary key.
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Column name 1A07 describes the name of the type of the
credential.

FIG. 1 and FIG. 1G depict session table 118 that registers
entity active sessions with the system. This table contains
five columns: session_id 1G01, expiration_datetime 1G02,
entity_id 1G03, public_key 1G04, and credential_type_id
1G05.

Column session_id 1G01 represents a unique code that is
generated exclusively for this session during session estab-
lishment.

Column expiration_datetime 1G02 represents the date
and time this session will be extinguished by timeout.

Column entity_id 1G03 is a foreign key that links to table
entity 101, and represents the entity that is authenticated for
this session.

Column public_key 1G04 represents a public key
dynamically generated for this session, through which the
communication between the user device and U.R. servers
will be established.

Column credential_type_id 1G05 is a foreign key that
links to table credential_type 105, and represents the type of
credential used to authenticate the entity identity in this
session.

DETAILED DESCRIPTION
Web Server Guest U.R. Session Validation

A U.R. Session validation process can be easily imple-
mented to be used transparently with any Network service.
FIG. 8 depicts one possible implementation of the HTTP
Guest U.R. session validation process.

The network server 207 that has a previously established
U.R. session with the U.R. Servers 206 verifies the legiti-
macy of a U.R. established session between User device 203
and U.R. Servers 206. In this case the network server 207
represents a HT'TP server.

This process allows the HTTP server 207 to validate the
established U.R. session the User device 203 claims to have.

When a HTTP server 207 receives a HTTP service request
801 that contains a HTTP U.R. session cookie sent by the
User device 203, it sends a U.R. Session verification mes-
sage 802 to U.R. Servers 206 that verifies it existence and
answers with an U.R. Session verification message answer
803.

This U.R. Session verification message answer 803 con-
tains a cookie with an encrypted random token generated by
U.R. Server 206 and encrypted using the public-key gener-
ated for the active U.R. Session with User device 203.

The HTTP Server 207 can then answer the HI'TP service
request 801 by sending a HTTP answer 804 that contains a
cookie that carries the encrypted random token received in
the answer U.R. Session verification message 803.

The user device 203 then decrypts the token received in
the HTTP answer 804 and sends another HTTP service
request 805 to inform the decrypted token to the HTTP
server 207. The HTTP server 207 sends the decrypted token
to U.R. Servers 206 with a token validation message 806 that
verifies if tokens sent and received match, and answers with
a token validation answer 807. Having the Session legiti-
macy been verified, the new HTTP request 805 can be
answered properly on HTTP answer 808. The HTTP answer
808 may carry a session cookie generated by the HTTP
Server 207 that may prevent it from running the U.R.
Session verification again for the legitimated U.R. Session.

If HTTP server 207 receives a negative answer in U.R.
Session verification message 803 or token validation answer
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807 it can decide not to provide the requested service to the
user device 203 by presenting a page that explains that a
valid session with U.R. Servers 206 must be established to
get served.

If HTTP service request 801 does not have a HTTP U.R.
session cookie in it, the HTTP server 207 can decide on
providing or not the requested service. If HTTP server 207
decides to serve the request, the normal operation of Internet
web services is preserved.

DETAILED DESCRIPTION
Anti-Spam

FIG. 9 depicts a possible implementation of an Anti-
SPAM process. It shows how a receiver Network Server 207
is contacted by a sender Network Server 207 to receive an
email 901. The receiver network server 207 will validate
with U.R. System servers 206 if the email may or may not
be accepted for delivering 902. U.R. System will check if the
recipient has shared his e-mail address with the sender. U.R.
System will answer the receiver network server 207 with a
message 903. So, the receiver network server 207 may
inform sender network server 207 through message 904 if
the e-mail will be accepted or denied.

It is also shown how a Network Server 207 serving Email
Service for a User device 203 could validate with U.R.
System servers 206 if the email should be accepted for
delivery or not. A user device 203 sends an e-mail 905 to be
delivered by the network server 207. The network server 207
asks 902 U.R. System servers if the recipient has shared his
e-mail address with the sender. U.R. System will answer the
network server 207 with a message 903. So, the network
server 207 may inform the user device 203 through message
906 if the e-mail will be accepted or denied for delivering.

CONCLUSION

As described above this method and system improves
information sharing making possible an entity to access the
information shared by its issuer. Since the information
shared can only be changed by its issuer we can rely on its
truthfulness.

This method and system allows one entity to reveal
information about itself by linking the entity who is asking
about it directly to the information issued by its issuer,
instead of creating and sharing information about itself. For
example, I will not tell my phone number, I will share with
you the right to read the information my telephone company
shared with me, my phone number.

This method and system show one embodiment of this
new way of sharing information, instead of generating
copies and complex authentications process we may simply
share the right to access the original information issued by
its issuer.

Making official information easy to circulate unchanged
and hardening the task of hiding an identity or lying, this
system will reduce crimes both in the Internet and out of it.

Imagine a world where everybody takes responsibility.
Imagine a world where we can trust information. Imagine a
world where we don’t worry about the content, and relations
our children have access to through the Internet. This
method and system can help us to achieve that.

The invention claimed is:

1. A method to build a computer system composed by
client devices and servers programmed to store relationships
between entities and permit the sharing of generated infor-
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mation that is official and legitimate only, preventing the
generation and sharing of unofficial or illegitimate informa-
tion, comprising:

(a) said servers are programmed to authenticate and
authorize said entities to access said computer system
using said client devices;

(b) said servers are programmed to accept and validate
credentials sent by said client devices, through a mes-
sage exchange process, in order to identify an entity
solely among said entities;

(c) said credentials must be formed at least by username
and password pair in order to identify solely one of said
entities;

(d) said servers stores descriptions of types of generated
information, types of relationships, and types of enti-
ties;

(e) said servers are programmed to store a set of rules that
define which said types of entities are allowed to
establish which said types of relationships;

(D) said set of rules encompass also the definition of each
type of generated information that may be issued by
each type of entity in each type of relationship in which
said entity is involved;

(g) said types of entities must encompass at least: person,
government, and enterprise;

(h) said types of relationships must encompass at least:
parental, employment, citizenship, marital, delegation,
and legal guardian;

(1) said types of generated information must encompass at
least: username, password, date of birth, social security
number, nationality, name, birth name, job title;

(j) said servers are programmed to store also information
that defines said entities, information that defines said
relationships, and said generated information;

(k) said servers are programmed to provide an interface to
said client devices that allows said entities, after said
authenticate and authorize process, to establish said
relationships, store said generated information, main-
tain said generated information and share said gener-
ated information;

(1) said generated information is related to said relation-
ships;

(m) said interface must encompass at least http protocol;

(n) said servers are programmed to allow said generated
information can only be modified by its own issuer
entity, and said issuer entity may share only read access
rights to said generated information to a related entity
through said relationships;

(0) said servers are programmed to allow said related
entity to share said read access rights to said generated
information to a third related entity, through an estab-
lished relationship between them, by its own desire
without need any intervention of said issuer entity;

(p) said servers are programmed to allow said related
entity to revoke said read access rights granted to said
third related entity;

(q) said servers are programmed to allow said issuer entity
to revoke said read access rights granted to said related
entity;

(r) said entity using his/her own client device, sends a
relationship invitation for the establishment of a said
relationship to an invited entity, said invited entity may
accept or refuse said relationship invitation;

(s) the delegation relationship type empowers a delegated
entity to represent a represented entity in managing its
said relationships and said generated information on
behalf of said represented entity, each said relationship
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invitation sent to said represented entity will be redi-
rected to said delegated entity;

(t) the legal guardian relationship type empowers a guard-
ian entity to authorize or not authorize the establish-
ment of said relationships whenever guarded entity is 5
about to establish said relationships, each said relation-
ship invitation sent to said guarded entity must be
approved by said guardian entity before being delivered
to said guarded entity.
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